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1
Decision/action requested

This contribution proposes to complete conclusion in 8.5.1 in TR 33.867.
2
References

3
Rationale

There are 2 editor’s note in the clause 8.5.1:

“Editor’s Note: How the UDM decides whether the service consumer is allowed to request user consent information is FFS.”

“Editor’s Note: Standardization of purposes is FFS.”

For the 1st EN, it is proposed that the UDM does not provide user consent parameters to NFs within other PLMN which protects the privacy of user consent parameters.

For the 2nd EN, it is proposed to add a new clause to conclude KI#5.
4
Detailed proposal

*************** Start of 1st Change ****************
8.5
General Conclusions
8.5.1
UDM Service for User Consent Check

The following aspects are concluded for normative work:

-
UDM service is used to retrieve user consent parameters for NF to check of user consent. This service is used for the UDM service consumer to obtain user consent parameters if user consent parameters are not available on the service consumer.
-
User consent parameters are stored in UDM as subscription data.
-
User consent parameters include end-user ID (i.e. SUPI), purpose of data processes, processor ID (e.g. PLMN ID, NF Instance ID) and user consent results (i.e. granted or not granted).


*************** Start of 1st Change ****************
*************** Start of 2nd Change ****************
8.X
Conclusion on KI #5 Unambiguous naming of purposes
An NF acting as the user consent enforcement point shall be able to determine the actual purpose for data processing when other NFs request data subject to user consent. 
NF involved in user consent handling may include a list of purposes when requesting user consent related parameters from the enforcement point. However, this is left to the normative work and to be decided on a use case basis. It is recommended that the purpose of data processing is formatted as a blob. The content of such blob is out of scope.
All NFs involved in processing data subject to user consent are assumed to be operated by the same entity and therefore have the same notion of what the purpose (formatted as blob) means. How to map such a blob to human readable format, should there be a need, is left out of scope.
*************** End of 2nd Change ****************

